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I Enterprises migrated to Hybrid Cloud
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Cloud Maturity Model by Company Size
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Allot’s Solution Domains

Cloud Access Security

Application Awareness
QoS
Policy Management
Traffic Steering
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Engines
DPI Technology Network Traffic Analytics Policy Control

Allot Service Gateway Allot NetEnforcer Allot NFV
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I Granular Web Analytics under encryption

Network Usage HTTP Transport Trend

Filtered by Applications: All

Unique Subscribers
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I The Anonymity Risks

* May indicate llegal activity
* DDoS attacks behind anonymizes
* Hacking activity behind anonymizes

* Maliclous activity detection under the anonymize shield
IS a significant challenge

Allot Value Proposition:
Delivers granular visibility into
a wide range of anonymity tools
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Targeting Illegal Destinations
How FBI brought down cyber-underworld site Silk Road

SILK ROAD 101: HOW THE "DARKNET" WORKS.

Law enforcement officials shut down Silk Road, a sophisticated black market website offering illegal wares and services from heroin to hit men. The
Silk Road website is located in the cyber underworld, also known as the "darknet.”

TORIS BASED ON AN “ONION ROUTING” SYSTEM DEVELOPED BY THE U.S.
NAVY RESEARCH LAB TO HIDE MILITARY COMMUNICATIONS.

Silk Road created a private network through Tor by using software
to build encrypted connections through relays on the network.
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I Richest Intelligence Directly from the Wire

Operations . }
Intelligence Control & Care Security Intelligence

Experience Analytics User Control Regulatory SIEM
Compliance
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Proactive Web Intelligence
Indepth Analysis
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Individual User’s Activity

Overall Subscribar Network Usage
SubscriberD Network Activity {Sec)
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I Actionable Security — DDoS Protection

NBAD Distribution for 2013-04-07 00:00 — 2013-04-09 00:00
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I Actionable Security - Web & Mail Protection

Categorized Content Filtering

Antt Virus/Malware

www.illegalcontent.com

Access to this '
website is forbidden!

g 2nd Filter

User

HTTP \ WAP
Full URL Virus/Malware
Categorization Protection
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Allot Cyber Solutions for a Safer Internet

/

b
Cyber Intelligence - Network Protection

Leading anonymity Content filtering _ Zero day DDoS
and encryption to illegal web | Mitigation
awareness services, and anti- | « 15t line of defense
Highly Granular ' malware '

Transaction protection

information at Scale
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