
ΣΥΓΝΩΜΗ ΚΥΡΙΕ ….
ΠΟΙΟΣ ΕΙΣΤΕ ???

Unboxing the identity management

pkouris@officeline.gr

mailto:pkouris@officeline.gr






The working environment challenges 

How to empower users to be productive, while protecting the 
massive amounts of data flowing through your business ecosystem?

Do more with 

limited resources

Collaborate and 

share with partners

Secure access to 

company resources 

Work easily from 

anywhere on any device

Protect company data  

and resources 

User expectations IT challenges

Easy access to 

familiar apps



• Administering & Managing identity 
and user access to resources

• Securing Networks

• Managing Known & Unknown Threats

• Industry Governess & Compliance

• Encrypting communications and 
operation processes

• Dealing with Law Enforcement



Identity Protection
▪ Risk based Conditional Access 

automatically protects against 
suspicious logins and compromised 
credentials

▪ Detect and remediate configuration 
vulnerabilities to improve your 
security posture

▪ Gain insights from a consolidated 
view of machine learning based 
threat detection

Q

Brute force attacks

Leaked credentials

Infected devices

Suspicious sign-in 

activities 

Configuration 

vulnerabilities 

Risk-Based policies

MFA Challenge 

Risky Logins

Block attacks

Change bad

credentials



User Logs in

Date / Time 

Location

Alert Triggers

Detailed Logs

Risk Evaluation

Reporting Services

Detailed 
Heuristics

Identity Protection



Trust Decisions

Is someone there?

Is it you?

Are you in a trusted environment? Determine if your device is in a safe location by 

looking at Geolocation and wireless signals 

(Bluetooth, Wi-Fi, etc.)

Presence vs authentication

Authentication using multiple signals to ascertain 

a user’s identity



Devices

&

Sensors

Environmental 

awareness

Behavioral 

patterns

Better

Trust Decisions



At work, Maria can just sign in using Face because she is in 

a trusted location. 

But when she is at a coffee shop, she needs to either have her 

phone in proximity or use her PIN as a second factor 

in order to unlock her PC.



On the road to…



Management
Tools and services that empower IT pros to do strategically more with less. 

Productivity 

Enable a mobile experience that works 

the way employees want it to.

Data Protection 

Ensure that the right data protection 

is applied to the right scenarios. 

Address mobile productivity challenges

Device 

choice 

Easy access

to resources

Familiar 

Office apps 

Self-service 

options

User, device, app,

file control 

Conditional 

access 

Protection

after access 

Unified management Cloud-based scalability and reliability  Deployment support  

24/7



Intelligence powered insights 

Reduce total cost of ownership

Comply with GDPR

Areas of Focus
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