
Company Overview



Invicti Security

● Leading DAST and IAST 
technology

● Strong brand recognition across 
Acunetix and Netsparker

● 100% subscription software

● Flexible Deployment model across 
on-premise, hybrid, and private 
and public cloud

● Strong digital marketing demand 
gen engine driving rapid growth

>50% YoY Growth 
(Enterprise >130%)

Nearly 300 Employees
HQ: Austin, TX

146% Net Retention 
In Enterprise 

3,400+ 
Customers



Static Application 
Security Testing

Dynamic Application 
Security Testing

Interactive Application 
Security Testing

Run-time Application 
Security Protection

• White box testing has been 
around for more than a 
decade, and lets  developers 
find security vulnerabilities 
earlier in the software 
development life cycle

• Ensures conformance to 
coding guidelines and 
standards without the need 
to execute the underlying 
code

• Black box testing can detect 
security vulnerabilities and 
weaknesses in a running 
application

• Fault injection techniques to 
identify common security 
vulnerabilities

• Casts a spotlight in runtime 
problems that is 
unidentifiable by static 
analysis

• Secures modern web and 
mobile apps while 
addressing  shortcomings of 
SAST and DAST

• All analysis performed in 
app in real-time, anywhere 
in the development process

• Access to in-app data allows 
more code coverage, more 
accurate results and 
verification of a broader 
range of security rules

• Works inside the 
application, but is less a 
testing tool and more of a 
security tool

• Plugged into an application 
or its runtime environment 
and can control application 
execution

• Protects the app even if a 
network’s perimeter 
defenses are breached and 
the apps contain security 
vulnerabilities missed by the 
dev team

Invicti Focus Area



Market Leading AST For Every Customer 

SMB SME Enterprise

Easy to use, multi-user application security testing 
designed for small to midsize companies

Comprehensive multi-team app security testing to 
meet the needs of the worlds’ largest enterprises



★ Acunetix
★ Netsparker
★ Checkmarx
★ Contrast Security
★ PortSwigger
★ Veracode

CAST
GrammaTech

ImmuniWeb
Rapid7

WhiteHat Security

Micro Focus
Qualys
Synopsys

GitLab

Review Coverage

O
ve

ra
ll 

Ra
tin

g

Low Review Coverage High Review Coverage

≥ 4.6
Market 
Rating

< 4.6
Market 
Rating

Customers’ Choice

Gartner Peer Insights Customers’ Choice
Published Oct 9th, 2020

Gartner Peer Insights “Voice of the Customer” Users Love Netsparker And Acunetix on G2Crowd 

Our Products Lead The Industry



Road to Secure Your 
Organization
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Step 1

Discover all your 
assets

Step 2

Detect 
Vulnerabilities

Step 5

Continuously Scan

Step 4

Integrate in SDLC

Step 3

Address 
Vulnerabilities



Coordinate security and development teams
• Drive Dev teams closer to Security  - Reduce that knowledge gap
• Use tools as part of your SDLC - not as an 'external' component
• Full visibility and transparency
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Find the perfect balance of web app productivity without 
sacrificing security

• Use tools as early as possible
• Accurate, Clear and transparent results
• Secure your infrastructure even as the fix is being applied
• Scalability
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You can have a demo or arrange a POC  
contact us at

sales@nss.gr
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