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INFORMATION SECURITY THE CIA TRIAD
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Physical Security Incidents due to
Temperature

69%

47%

31%
26%

I : 8:30 9:00

Zero Incidents At least 1 At least 2 At least 3



B Temperature
B Power

B Humidity
B Flood

" Smoke

B Air Flow

~ Room Entry

SEVEE NOEL ggi);lss::lll I:O;i
Routers 4 5 $$5%
Servers 15 30 $$%
Switches 2 5 $5S
UPS 2 2 $$%
Total: 30 Days $$%




LOWER TCO SMALLER & LIGHTER
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They need to get They may send someone closer —
5 to the device — to the kit to take a look. They
1P is not available whlclzhmay not be maylnot;:a\lfe the experience to Serial Console over IP Remote
near them resolve the issue

Access to serial ports, logging and
automate scripts, optional 4G

% VERTIV.

IP KVM Switch Switched PDU Remote Power on/off each
outlet via HTTPS, SNMP, Serial (SSH)



Vertiv™ VRC-S Edge-Ready Micro
Data Center System




Why IT Monitoring?

Ay sy (1)

Saves Time Saves Money Offers Security

What IT Monitoring does?

Measure Inform and Alert

Optimise \

Analyse

PRTG (™)
NETWORK
MONITOR >



PRTG (S
NETWORK
MONITOR

Fully-featured
monitoring

Affordable monitoring can
prevent downtime and save
organizations thousands.
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Devices Libraries Sensors Alarms Reports gs Tickets
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Map DataCenter Monitoring (1880, auto-scale)

View Map Map Designer £ Settings ¢ Get HTML ¢ Comments @ History

Building Facilities IT Infrastructure Services & Apps

Temperature - Air Conditioning System/ 10 Hours

Max: 76.64 °F

Min: 75.02 *F

Humidity / 10 Hours

Max: 27 £0 %

Mini 25.40 %
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VULNERABILITY

MANAGEMENT

AND CYBER EXPOSURE

CREATORS OF NESSUS

Most broadly deployed vulnerability
assessment technology with
leading coverage and accuracy

MARKET LEADING RESEARCH

Tenable rch delivers world-clas
Cyber Exposure intelligence, data science
Insights, alerts and zero day discoveries

INNOVATIVE CAPABILITIES

Machine Learning powered
prioritization, business impact
prediction and risk calculation

Otenable




FULL VISIBILITY OF THE CONVERGED ATTACK SURFACE

With adaptive approaches to assessing assets and devices across the infrastructure

Cloud
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Gartner.
Gartner Peer Insights “Voice of the Customer”

Tenable Named the Only
Customers Choice o, "y

Strong Performer @ Customers’ Choice

Vendor in the 2021

Digital Defense
F-Secure

° ™
Gartner Peer Insights ey
VoletanihieCustomer
Report

Alert Logic
BreachLock
Tripwire

JOVHIAV LINYVIN

Need a solution to help you better identify, prioritize and manage
vulnerabilities across your modern attack surface? This year's report
features peer insights for those looking for a vulnerability assessment
solution. From ratings and reviews, these lessons learned can help you
make the best decision for your organization.
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SEE FULL REPORT

USER INTEREST AND ADOPTION =————>p-




FORRESTER

“Tenable executes onits vision
to build the single-source-of-truth
platform for VRM. Part of Tenable's
strong strategy relies on translating

data to provide business insight to

provide prioritization.”

THE FORRESTER WAVE™

Vulnerability Risk Management
Q4 2019
Strong
Challengers Contenders Performers

Stronger
current
offering

i

Weaker
current
offering

Weaker strategy

Market presence

Leaders

= Stronger strategy
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Over 75% of targeted cyber-attacks start with an email.

Email-borne threats interrupt business operations, cause financial
damage and compromise business integrity




/LIBRAESVA

EmailSecurity i)

Inbound Email / S Microsoft 365™ User Mailboxes

QUICKSAND SANDBOX

Libraesva QuickSand Sandbox uses sophisticated techniques to evaluate advanced threats
traditionally missed by signature-based and reputation-based solutions. It is effective against
all Microsoft Office™ documents, PDFs and RTF files even when compressed into an archive.

HOW DOES IT WORK?

Libraesva QuickSand Protection uses sophisticated techniques to evaluate advanced threats
that are traditionally missed by signature-based and reputation-based solutions.

Defending your data means keep it secure and private. Libraesva’s innovative zero-day threat
sandboxing takes place entirely at the gateway, without disclosing any documents to anyone!
No cloud sandboxing environments are involved in this process, all data is kept at the gateway.




2500+
Installations Worldwide

Global Footprint

il
DC’s Globally

UK, France, Germany, Italy, USA,
India and More

180+
UK Customers
Acquired

In last 3 years

Government
Departments
Protected

In 31 Countries

Awarded Best Email
Security Solution
2014/15/16/17/19

Computer Security Awards

24
of the top 100 UK
Independent Schools

Use Libraesva ESG

Including 3 of the top 5

97 %
Customer Retention
Rate

World Class Aftercare Support

/LIBRAESVA
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